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Important Information about Cisco IOS XE 16

Effective Cisco IOS XE Release 3.7.0E for Catalyst Switching and Cisco IOS XE Release 3.17S (for Access
and Edge Routing) the two releases evolve (merge) into a single version of converged release—the Cisco IOS
XE 16—providing one release covering the extensive range of access and edge products in the Switching and
Routing portfolio.

The documentation set for this product strives to use bias-free language. For purposes of this documentation
set, bias-free is defined as language that does not imply discrimination based on age, disability, gender, racial
identity, ethnic identity, sexual orientation, socioeconomic status, and intersectionality. Exceptions may be
present in the documentation due to language that is hardcoded in the user interfaces of the product software,
language used based on RFP documentation, or language that is used by a referenced third-party product.

Note

Feature Information

Use Cisco Feature Navigator to find information about feature support, platform support, and Cisco software
image support. An account on Cisco.com is not required.

Related References

• Cisco IOS Command References, All Releases

Changed History

DescriptionChanges

Cisco IOS XE 17.15.1a
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http://www.cisco.com/go/cfn
http://www.cisco.com/c/en/us/support/routers/asr-1000-series-aggregation-services-routers/products-command-reference-list.html


DescriptionChanges

• CSCwk11111 - Restriction while network-based
recording, Music-on-Hold (MOH) is not
recorded.

• CSCwk31376 - Cisco 1100 Integrated Services
Router (ISR) models ISR1100 4G/6G support
CUBE features when running on IOS XE.

• CSCwk36547 - Restriction for dial-peer group
working only with valid E.164 patterns.

• CSCwk42148 - List RFC 3264 An Offer or
Answer Model with the Session Description
Protocol (SDP) in the references.

• CSCwk48467 - Restriction with a single call
forking on a CUBE using both dial-peer based
recording and SIPREC.

Resolved bugs for Cisco IOS XE Release 17.15.1a

Obtaining Documentation and Submitting a Service Request

Cisco Bug Search Tool

Cisco Bug Search Tool (BST) is a web-based tool that acts as a gateway to the Cisco bug tracking system
that maintains a comprehensive list of defects and vulnerabilities in Cisco products and software. BST provides
you with detailed defect information about your products and software.
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https://www.cisco.com/c/en/us/td/docs/ios-xml/ios/voice/cube/configuration/cube-book/voi-ntwk-based.html#GUID-E004CA02-BFC7-4F43-84CA-9A6330E221A3
https://www.cisco.com/c/en/us/td/docs/ios-xml/ios/voice/cube/ios-xe/config/ios-xe-book/supported-platforms.html
https://www.cisco.com/c/en/us/td/docs/ios-xml/ios/voice/cube/configuration/cube-book/multiple-outbound-dial-peer.html#reference_F3A9DB8F62C44AABAD4252A026DC4D10
https://www.cisco.com/c/en/us/td/docs/ios-xml/ios/voice/cube/configuration/cube-book/voi-add-ref.html#GUID-BACB4FFE-2DEA-46C5-8D7C-FC1F1B192487
https://www.cisco.com/c/en/us/td/docs/ios-xml/ios/voice/cube/configuration/cube-book/voi-ntwk-based.html
https://www.cisco.com/c/en/us/support/web/tools/bst/bsthelp/index.html
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