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Step Process

. Step 1: Register, if you don’t have an
existing account, with 2 approvals needed

. Step 2: Request SC Content Management
Security Partner Audit Owner Role via ART
(Access Request Tool), with 1 approval
needed




Access Policy Highlights

. All new users to SC apps being migrated to CEPM/XGen IAM are required to request role/s

via Global Access Request Tool (ART). Upon approval, user will be given access to SC
Connection

- SC Connection is a one-stop-shop for all things Supply Chain. SC Connection is a dynamic
website enabling role access & management, accessing apps, instant broadcasting, viewing
news and other documents. This is designed for both internal users (Cisco employees & red
badge contractors) and external users (Cisco Partners/Manufacturers/Suppliers)

- |External User. New to SC apps, an external user is required to first register
through Enterprise Onboarding (with a CCO login). This will ensure user's valid company
information. Once onboarded, the user can request roles to access SC apps

- Internal User. Go to ART directly
- Reference Link: https://cisco.jiveon.com/docs/DOC-1718043



https://cisco.jiveon.com/docs/DOC-1718043

Process Briefing

1. Use your company email to complete Supply Chain Connections registration process
through supplychain.cisco.com

2. ltis required to Activate your Cisco Account from email notification link
3. Registration is subjected to approval which may take some time

4. Request can be checked through ART (https://edsart.cloudapps.cisco.com)

5. Once registration approval obtained,
6. Request “Security Partner Audit Owner” role in ART

7. Request is subjected to approval from Approvers


http://supplychain.cisco.com/#/
https://edsart.cloudapps.cisco.com/

Step 1 - Register to Supply Chain Connection
(supplychain.cisco.com

New users are required to register with a valid
company email before accessing Supply Chain
Applications / Connection

Existing user - Login used your previously
registered User Name and Password

New user - Register Today! by using company
email. Personal email will not be approved
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Step 1 - Register Cont.
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Activate Your Cisco Account
From: adminsupport@cisco.com

Date: 2017-07-11 20:44
(1] 12} '3

Company Association Hegistration Information Emal Verttication

Verify your email address to complete your Cisco Account registration.

Activate your Cisco Account. <——

Check Your Email

W sl an smail 1o chusch changBNax com with & link 10 acsivite your Clco Acount

If you did not request this email, contact Cisco Account Support at web-help@cisco.com.

Need help? Email web-help@cisco.com.

Sedect tha link in the emal 1o complata your regsirason
Need Help? Cisco Account Support

+ H you do not see the email = your rbox, check your spam folder for an email fom Cisco CheCk your emall, aﬂd Clle

+ i you need help or have any questions, emal web help@cizco.com.

Activate your Cisco Account




Company and Org - 1

- Access Management Dashboard

. Select proper Company name - refer to next page for suggestion

- The request will be routed to your own folks as PA (partner admin) for
approval, as 15t approval

- Once PA approval done, the request will be routed to Cisco folks as PAM
(Partner Manager) for approval, as 2" one

- You will receive an email notification that your account has been
successfully provisioned, once both approvals obtained



Step 1 - Register Cont.

Setup SMS Motifications for Password Recovery

Faor your conveniencs, your mabile phone numbes can be used for security purpases, such as helping you gel back info your account il you nug

passwarnd

Racovery Phone:

.- msrza.q[qn
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Slandard meszaga and data rate may apply for any massages sant o recaved
Piaase contact your wireless provides in confirm possible charges

Mead Help? Mobie Number Veriicaian Help

Gontscts | ] Fesdbsck | Help | Sits Mg | Terms & Condiions | Privs:

Optional - set up Recovery Phone
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To

Wed 71272017 1:23 PM

noreply@cisco.com

Access Type Request: Your Approval Is Required
@ #US - SIC Flex Mechanicals

Hello,

This emasl 1s to inform you that one of your direct reports has requested for an access type SCIAM E2OPEN that
requires your approval. (Notice: You can find the request in Completed Approvals page if 1t 1s approved/denied by
other approver) I

Request Id: 9673
Access Type: SCIAM E20PEN

Requester: chuck chan@flex com
Requester Justification: Auto Submutted Request |

Pliasenavicite b5 the fillowiog vt o ressond o Email notification that your request
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https://edsart.cloudapps.cisco.com/
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E. Request Supply Chain Access

szing Supply Chan rof s an appeoval process

- 2 approvals are needed

- First it will be approved by PA (Partner Admin from your own company) who is mapped into Access
Management Dashboard tool

- The PA approved request will be routed to PAM (Partner Manager from Cisco) for approval

- Check your email and follow up to get approval

© 2017 Cisco and/or its affiliates. All rights reserved. Cisco Confidential



Email Notification Examples
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Hello Iy
Helle,

Complsted Approvals page if if is approved danied b atber approves)

Bequest [d- 630
Arcess Type: SCLAM EZOPEN
Fequester: erica pappifflex. com
A Justification:

Please navigate 1o the following arl 10 respond to thes request:

MPa PA approved request routed

to PAM from Cisco for approval

Thiz email is to infomm yon thet oos of your direct reports has requestad for an access type SCLAR, E2OTFEN that requires your approval. (Mofics: You can find the 1

The access you request for was provisioned successfully. Summary of the request is as follows:
Request 1d:9650

You can query the detail of the request by the url: hitps.//edsart cloudapps.cisco.com/myrequests,
Please navigate to the following url if you want to request for a role: https://edsart cloudapps. cisco.comy/'groups”

25/resources
To get support, please navigate to the following url: hitps://edsart. cloudapps.cisco.com'help
Thank You,
Cisco ART Team

Fully provisioned request

© 2017 Cisco and/or its affiliates. All rights reserved.
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Step 2 - Request SC Content Management Access Via ART

- Link to ART

https://edsart.cloudapps.cisco.com/groups/-1/subgroups

- Request Supply Chain Content Management Role - Security Partner Audit Owner
- Slide Request button to the right
- Scroll up to the top and click “Submit for Approval”
- Fill in Justification — min. 20 characters
- Click “Submit for Approval” - Done

- Request will be reviewed and approved accordingly by

Thao Nguyen (maitnguy), Emmanuelle Crombez (ecrombez), Ravindra Raghuwanshi(raraghuw)


https://edsart.cloudapps.cisco.com/groups/-1/subgroups

Notes about External Role

- Security Partner Doc Owner (GMO)
Can acknowledge Audit plan
Can add exception to the Audit plan
Can accept the Audit plan

* Security Partner Audit Owner (GMO)

Can acknowledge the published Audit plan by Audit Owner
Can Add ‘Audit Results’ and Submit to Cisco approver for approval / re-approval.



Step 2 - Request ‘Security Partner Audit Owner’ Role via
ART
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Step 2 - Request ‘Security Partner Audit Owner’ Role via
ART
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Confirmation Email - Congratulations!!
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Request Id: 9807

Thank You.
Cisco ART Team
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Hello nmmiamg:

The Role you requested for has been approved successfully. Access to Applications may take up to 4 business hours.
If you do not receive a confirmation, please go to Cisco Support to submit a case or review FAQs.
In the Support page. search for "Access Request Tool" to submit a case or review related FAQs.

Summary of the request is as follows:

You can query the detail of the request by the url: hitps.//edsart.cloudapps.cisco.com/myrequests 1

Please access this URL below to get access to 'Supply Chain' system:
https://supplychain.cisco.com/4/.

If you see an "error" message or having browser issues (Firefox or Chrome) please go HERE for a quick guide.
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